POLITICA DE USO ACEPTABLE DE DATOS

El presente documento establece la Politica de uso aceptable del servicio de internet fija (en
adelante “el servicio”) brindado por AMX PARAGUAY S.A. (en adelante “CLARO”) y de los
recursos involucrados en su prestacion por parte de los clientes o usuarios que contraten o
utilicen el servicio mencionado.

La Politica tiene por objeto asegurar un uso licito y responsable del servicio por parte del cliente
o usuario (en adelante, el "Cliente"), y evitar practicas que degraden la disponibilidad del
servicio, asi como las redes y recursos involucrados en su prestacién. El Cliente hard uso del
servicio contratado a CLARO en las condiciones dispuestas en los términos y condiciones de la
Solicitud de servicio suscripta (en adelante “SDS”), asi como en las que se le notifiquen con
posterioridad, y en las derivan de la presente Politica.

Las condiciones de la Politica podran ser modificadas por CLARO. Tales modificaciones seran
publicadas en la pagina web e informadas de forma fehaciente al Cliente.

I. SERVICIOS ALCANZADOS
La presente Politica alcanza a todos al servicio de internet fija que brinda CLARO, en todas
sus modalidades y productos, a todas sus categorias y segmentos de clientes, y a los
Servicios asociados a dicho acceso.

II. RESPONSABILIDADES
El Cliente se obliga a utilizar el Servicio con fines licitos y cumpliendo con las leyes y
normativas vigentes, en los términos de la SDS suscripta y conforme a las disposiciones
de esta Politica.

El Cliente es exclusivo responsable por la informacion, datos o contenidos que transmita,
publique o distribuya, o a los que acceda, a través del Servicio, utilizando equipamiento
propio o de terceros. El Cliente debera asegurarse que la informacién emitida, almacenada
y/o transportada, no viole ninguna ley, norma, regulacién, ni ninguna de las
disposiciones de esta Politica. El Cliente serd asimismo responsable por las practicas de
terceros que utilizaren el Servicio por él contratado, con o sin su consentimiento.

El Cliente es también responsable de informar a CLARO cualquier accién por parte de
terceros que constituya una practica prohibida, ilegal o abusiva, que afecte el Servicio o a
los recursos asociados a su prestacion, conforme a las condiciones aqui definidas.

El Cliente se compromete a brindar a CLARO la asistencia que resulte necesaria con
relacion a la practica denunciada, en caso de corresponder.

CLARO no seré responsable por la informacién o contenidos que se transporten a través
de sus redes, o a la que se acceda o transmita mediante los Servicios brindados a sus
clientes o usuarios, ni por la que contengan los equipos del Cliente, ni por ningtan dafio o
perjuicio derivados de actos del Cliente o de terceros, que, mediante précticas ilegales,
abusivas o contrarias a las disposiciones de esta Politica, vulneren la seguridad y las



condiciones de disponibilidad de los Servicios brindados a través de sus redes, y/o
cualquier derecho de terceros.

I1I. USOS INDEBIDOS
Se encuentra expresamente prohibido todo uso del Servicio con fines ilicitos o violatorio
de la normativa vigente o de la SDS, o que pudiere considerarse abusivo por afectar
derechos de terceros.

A modo de ejemplo no taxativo, reviste cardcter ilegal y violatorio de la presente Politica:

a. Toda fijacion, transmisién, reproduccion, publicacién, distribuciéon y/o
comercializacién de material que viole las leyes de propiedad intelectual o de
proteccién a menores u otras legislaciones vigentes.

b. La copia, reproduccién, transmisién, almacenamiento, publicacioén, distribucién y
comercializacién de cualquier informacién, obra o contenido, que se encuentre
protegido por leyes de derechos de autor, marcas o patentes, proteccién de datos
personales, otros derechos de propiedad intelectual, o cualquier otro derecho, y que
no contare con la autorizacién expresa de sus titulares para dicho fin.

c. Laviolacién a la seguridad de redes, equipos o sistemas de CLARO o de sus clientes
- a modo de ejemplo, el acceso no autorizado a sistemas o bases de datos, el ataque a
servidores o a equipos de clientes, la propagacion de virus o la introduccién de
programas maliciosos, o cualquier otra accion que comprometa el correcto
funcionamiento de las redes o de los Servicios prestados por CLARO.

d. El monitoreo o la interceptaciéon de datos o de trafico no destinados al Cliente, sin
autorizacion, y la interferencia con el servicio de cualquier usuario o red, asi como
también cualquier acciéon que comprenda comunicaciones simuladas para obtener
datos del legitimo usuario (phishing).

e. El intento de sabotaje o prueba de vulnerabilidad de los sistemas o de la red de
CLARO, o de equipos de otros usuarios, o el intento de violar medidas de seguridad
o de autenticacién, y toda accién configurada como delito informético conforme a la
normativa nacional vigente.

f.  Cualquier acciéon que implique la violacién de la intimidad de terceros.

g. Alterar o intentar evitar los procesos de mediciéon de tiempos de conexién, o de
utilizacién del ancho de banda, u otros métodos implementados para documentar el
uso de los Servicios.

h. Las acciones que restrinjan o inhiban el uso por parte de terceros de los productos o
servicios de CLARO.

i. La explotacion comercial, o habilitacién a terceros, la reventa del servicio sin
autorizacion previa expresa y escrita de CLARO.

j.  Los comportamientos de patrones de trafico que indiquen la realizacién de fraude
mediante cualquier metodologia y/o manipulacién y/o adulteracion de los equipos.

IV. Uso ABUSIVO.
Se considerara uso abusivo del servicio cuando el Cliente genere un consumo, dentro del
mismo ciclo de facturacién, superior a:



- Segmento Masivo: 4 Tera Bytes (TB) de Descarga de Datos y 2 Tera Bytes (IB) de
Carga de Datos.

- Segmento Corporativo: 10 Tera Bytes (TB) de Descarga de Datos y 5 Tera Bytes (TB)
de Carga de Datos.

Dicha conducta de consumo otorga a CLARO las atribuciones para tomar las medidas que
crea conveniente a fin de garantizar la calidad en la prestacion del servicio contratado.

V. CUENTAS DE CORREO ELECTRONICO PROVISTAS POR CLARO - SPAMMING
En el caso de que CLARO con el Servicio contratado provea una cuenta de correo
electronico, el Cliente tiene prohibido su uso para el envio masivo de mails (SPAM), sin
atender a las caracteristicas de su contenido y sea o no solicitado por los receptores.

En este sentido, se define al "Spamming" como todo envio masivo de correo electrénico,

sin atender a las caracteristicas de su contenido (publicidad, propaganda, venta de

informacion, etc.), sea dicho correo solicitado o no por los receptores. Y se entiende por

"envio masivo" en los términos de la presente Politica a los mensajes de correo electrénico,

sean entrantes o salientes de los recursos de CLARO, independientemente que las
nn

direcciones de correo de los destinatarios se encuentren en el campo "destinatario", "con
copia" o "con copia oculta", que retinan las siguientes caracteristicas:

a. Enviados a mas de 50 destinatarios por envio.
Que excedan el limite de 500 destinatarios diarios.

c. Superen las 50 sesiones de conexion por hora, entre el cliente y el servidor de
correo.

Asimismo, los Clientes deberan respetar las regulaciones nacionales y las politicas
antispam informadas por CLARO conforme la normativa vigente y que sean publicitadas
por CLARO por cualquier medio. La inclusién de leyendas que informen que el
destinatario puede ser removido de la lista de distribucién, o que el mail se envia por tnica
vez, no le quita el caracter de Spam a los mensajes de correo electrénico precedentemente
definidos.

Queda expresamente prohibido a cualquier usuario la utilizacién del servidor de correo
de otro sitio para retransmitir correo sin el permiso expreso del sitio (por ejemplo,
Relaying).

El Cliente toma conocimiento de que CLARO podré4, sin previo aviso y, a su criterio,
implementar acciones tendientes a preservar el funcionamiento eficiente de sus redes de
servicios, con la finalidad de evitar el ingreso a la red de mails que, por su origen o
caracteristicas, pongan en riesgo la eficiencia de la red de CLARO, o la seguridad del
Servicio brindado al Cliente.

VI. CONSECUENCIAS DEL INCUMPLIMIENTO DE POLITICA DE USO ACEPTABLE
En el caso de que se observare un uso abusivo del Servicio de Acceso a Internet, CLARO
se reserva el derecho de reducir la velocidad, suspenderlo y/o cancelarlo en forma
inmediata.



En caso de violacion de cualquiera de las condiciones de uso establecidas en esta Politica,
atendiendo a la gravedad y/o reiteraciones de la conducta, CLARO podré suspender o
finalizar algunos o todos los Servicios contratados, asi como bloquear cualquier actividad
abusiva y/o tomar cualquier accién que sea apropiada a su exclusivo criterio, incluyendo
la facultad de restringir la venta o activaciéon de nuevos servicios de CLARO al cliente.

El Cliente seréa el exclusivo responsable y mantendrd indemne a CLARO por todo dafio
que su incumplimiento genere a los equipos, redes o sistemas de CLARO, asi como frente
a cualquier reclamo o accién proveniente de terceros afectados por el incumplimiento del
Cliente de la presente Politica y/o de la normativa vigente. -



